
WHO SHOULD ATTEND
• PSAP Governing Body Representatives
• PSAP Coordinators, Directors, Leaders
• PSAP IT Support
• Other organizational Response Team

Members

Build awareness about  
the different attack vectors common 
to public safety and their associated 

indicators of compromise

Provide examples of response plans 
and how they are developed

Demonstrate the connection between 
the Cyber Incident Response Process 
and the Continuity of Operations Plan

OBJECTIVES

PURPOSE
This workshop assists PSAP leadership and emergency 
managers in learning how to develop a Cyber Incident 
Response Process and a Cyber Incident Response Plan. To 
help the participants understand the nature of these incidents, 
day one the instructors will provide education on cyber 
incidents and conduct several live demonstrations of different 
cyber-attacks including phishing/credential harvesting, 
ransomware, and business email compromise.

The second day of the workshop begins with an overview of 
a typical Cyber Incident Response Plan. This is followed by a discussion regarding the connection 
CSIRP and Continuity of Operations Planning. The remainder of the day is used to help participants use 
the template to build a response plan for a ransomware attack.            
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Horizons Event Center
6200 State Street, Saginaw MI

Click here and search for code 1122393 to register on MiTRAIN DATE: October 29 - 30, 2024 

TIME: 9:00 - 4:00 p.m. SNC-APPROVED: ETS2024-4777

LOCATION: 

REGISTRATION:

*Due to limited availability, we are requesting a 4-person limit per agency/county at this time.

LODGING:  Click here for lodging options-$107/nt  

https://www.train.org/main/welcome
https://www.marriott.com/event-reservations/reservation-link.mi?id=1723122886195&key=GRP&app=resvlink



